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Chapter 1. Overview

The is a CLR920 device based on the Qualcomm MDM9x07 platform. Support 4G full
Netcom (depending on the configuration, some versions may not support CDMA or some
bands), and support Wi-Fi AP function.

The device provides Wi-Fi AP functionality and supports 802.11b/g/n. The default name
of Wi-Fi SSID is 4G_CLR920 xxxx, and the default password is 12345678.

The default address of the device is 192.168.100.1. You can login to the
http://192.168.100.1 WEBUI management page to set various settings. The login account is
admin:admin.

The following is a schematic diagram of the device:

Note:

1. The indicator light indicates the working status. The blue indicator lights up for about 5
seconds when turned on. When the mobile network is searched, the blue indicator light
flashes. After the mobile data dials successfully, the green indicator light is always on, and the
green indicator light flashes when the mobile data is transmitted.

2. The T card slot can support 128G T card and can be used as a card reader.

3. After the device is plugged into the computer, the RNDIS network driver is used by default.
Both Win7 and Win10 support the RNDIS device by default, and no additional drivers are
required. Win xp requires an additional RNDIS driver.
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4. Restore factory settings button to delete user settings. If there is a setup problem that

Shanghai YUGE CLR920 User’ s Manual

prevents it from working properly, try pressing this button with the power on. It is

recommended to press this button once after the new device is turned on.
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Chapter 2. WEBUI management system
The device default settings will work, or you can modify the default settings through the
WEBUI management page. The WEBUI management page supports Internet Explorer 11 and

higher, Firefox, Chrome, Safari and other major browsers.

2.1 Login
Open the browser, enter the address 192.168.100.1 and press Enter. The browser will
display the login interface of the web management system, enter the username admin,

password admin, and click Login to enter the management system.
E—— — - . — - — 4 = @

@\ & hitps//192.168.100. mugu el - ¢ I == o - R
& LOGIN |

Login to DTU webpage.

Note:

After entering the wrong username/password for three consecutive times, the login
function will be locked. You will not be able to log in to the web management system during
the lockout period. You can try to enter the password again after the lockout time has elapsed.

The default username/password is simple. For security reasons, users should be logged
into a more secure username/password after logging into the system. For details on how to
change the username/password, see the "Login Account" section.
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—_— e — — — — . — :

/5})‘@ http://192.168.100.1/login.html - u == = L‘.r'\ Sy

| . — S—— — W— W —

@ LOGIN |

Login to DTU webpage.

2.2 System status

2.2.1 Mobile network status

This page displays the current 4G network status and related information, such as the
connected network type (LTE, WCDMA, TD-SCDMA, etc.), signal strength value,
MCC/MNC, etc.

e
] i [= o .
Q @ http://192.168.100.1/index.html#mobilestatus A= o~

.’é}_DTU PRODUCT

@ dmms LE gl iy | Enalish [V Looour

status IMEI 358433081436166
- _.'. e MEID 12345683901235E
LAN status SIM state PIN verify disabled

z IMsi 460110123003208
Device status

Telephene number
Mobile data traffic statistics
- - Mobile network registration ~ Registered
Basic setting o J
Mobile network operator name FREIEEE
Advanced setting

Metwark type LTE
Application setting

rssi -92
Administration setting rsrg 14

rsip 125

snr -1.80

Mobile data connection state  connected

P 10.37.162.1
DNS 22266.251.8
DNS 116.236.159.8
MODEM version CLR920-V1

Shanghai YUGE Information Technology co., LTD Page 6 of 17



Shanghai YUGE CLR920 User’ s Manual @

Note:

If you cannot register the network or cannot access the Internet, you can check the status
of this page to check whether the SIM card recognizes the normal, current network type and
signal strength.

This page will be refreshed automatically, so it may not match the 4G network indicator
or status bar. After the page is automatically refreshed, it can be refreshed manually.

If there is a problem with the network, you can modify the settings by referring to the

"Mobile Network Settings" page.

2.2.2 LAN Status

The device functions as a router, Wi-Fi AP and Ethernet are a local area network. This

page displays information about the LAN related settings status and the LAN client list.

e e e e s e B e
- ‘
@: >)| @ htip:(/192.168.100.1/index.htm/*lanstatus e . & an-E

@D aemuz LE g fayr Eroish [isen

| & pru prRODUCT [P

status Gateway Name mydtu.com
) Gateway IP 192.168.100.1
Mobile network status
Netmask 2552552550
LAN status
DHCP state Enabled

Device status

Mobile data traffic statistics DHCP client Iist

Basic setting

No. Host Name MAC P
Advanced setting 0 yugetest-PC 80:a5:89.7d:6e:03 192.168.100.115
1 yugeinfo-PC ec:88:8f.c0:5:72 192.168.100.179

Application setting

Administration setting

WIFI client list

No. MAC Connected time
0 ec:88:8fc0:f5:72 00:04:57
1 80:a5:89:7d:6e:03 00:04:32
ARP list
v
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2.2.3 Device Status

This page shows the status of the device, such as system time, boot time, device version,
and more.

- C— - - - . w8 e veme |
(55| @ hitp://192.168.100.1/index htmi#devicestatus - o] e o~ | i os &

| & oru proDUCT < |

& rmmis LE Lg] M [Eroe Moo

status Current Time 2018858298 10:52:25
B Boot time 00:06:38
Mobile network status
Free Memory 66.63 MB
LAN status
Devic E WiFi Device iG18%es
WiFi MAC 00:11:22:33:44:66
Mobile data traffic statistics
CPU MDMIE0T
Basic setting
Network mode Mobile Network
Advanced setting Connection Status connected
Application settin
P 4 WEBUI version 319 UFI
Administration setting kernel version 31820
MODEM version CLR920-V1

Copyright

Note:

The current time displayed is the time the device is synchronized from the network. If
there is a problem with the network connection, the time may be incorrect. The functions of
data flow statistics of this system need to be strictly in accordance with time.

This page can view the version number of WEBUI. You can view this page by general

device information.
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2.2.4 Mobile Data Traffic Status

This page displays 4G traffic statistics. After the mobile data is dialed, you can view the

statistics.

- -

o\_ o) | & http://192.168.100.1/index himlétrafficstatistics ] : EE. P~ | i ge fed

[ g
| @ pTU PRODUCT |

@ dmEEE LE ] {ﬂ(.‘,.‘_ English [ | ogout

status

Mobile network status

RX data TX data Current connected time
LAN status
Month data 130.79 KB 13382 KB
Device status 5
Current connection 7.66 KB 6.43KB 00:08:49

Mobile data traffic statistics
Basic setting
Advanced setting
Application setting

Administration setting

Caopyright

Note:

The data traffic on the device side may be inconsistent with the carrier.

The traffic statistics function depends on the system time. Traffic statistics are not
available until the device time is synchronized to the network time.

In addition, if the device is often interrupted during use, it may cause inaccurate traffic

data.

2.3 Basic settings

2.3.1 LAN Settings

This page can set the LAN gateway address, gateway name, and enable the DHCP
service in the LAN. It is recommended to keep the default settings. Modify this setting only if
it conflicts with other network segments.

After setting the gateway name, you can log in to the WEBUI management page directly
using the gateway name. For example, you can use http://mydtu.com to log in to the WEBUI
management page without entering an IP address. The gateway name must be a valid domain

name.

Shanghai YUGE Information Technology co., LTD Page 9 of 17



Shanghai YUGE CLR920 User’ s Manual (@

e BT N -
@;|@ httpy//192.168.100.1findexhtmi#|ansetting —_ﬂgﬁ ihd s
& pTU PRODUCT = [ & A & * = - e o - . =
@ hEEE LTE . ll r"WiFi English  [%] Logout ||
|
1l status Gateway Name mydiu.com
Gateway IP 192.168.100.1

Basic setting

I Netmask 255.255.255.0

) DHCP Enable [v]
WIFI setting
DHCP start IP 192.168.100.100
Mobile network settin
9 DHCP end IP 192 163.100 200
Advanced setting DHCP lease 43200 second
Application setting Save Reload

Administration setting

Copyright

2.3.2 WIFI settings

This setting modifies the Wi-Fi AP SSID name, transport channel, security mode and
password. When the broadcast network name is set to deactivate, other devices will not be
able to search for this Wi-Fi AP.

2 - - e - - - - . e —
(=) @ http://192.168.100.1 findex html*wifisetting - ol mm.
Gorup —
& DTU PRODUCT 3 & A & = . - - - - . »
@D wmue LE g Gy Eosh Sl |
! status s8I0 4G UFI 4466
Broadcast SSID (@) Enable () Disable

Basic setting o =
anne:

GG

LN Eedng Security mode WPA2-PSK

Mobile network setting . -
ave eloa
Advanced setting
Application setting

Administration setting

Copyright

2.3.3 Mobile Network Settings

This setting modifies the 4G related parameters. For example, the preferred network type
(LTE, GSM, etc.) can be modified. After being set to the AUTO mode, the device will
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automatically find the optimal network according to the SIM card, for example, to look up the
LTE network first. If there is no LTE, look for the WCDMA or EVDO network, and then look
for the GSM or CDMA 1x network. It is recommended to keep this setting.

APN setting function, the device presets most of the operator APN related settings, and
the APN is set to the automatic selection mode to automatically match. If the SIM card is
special, it may not be automatically matched. In this case, you can set the APN manually.

If the APN is set up according to the requirements of the SIM card operator, you still
cannot access the network. You can try to modify the authentication type. The three
authentication types are different. You can try it.

. - . - B B | E it

. - - -
e" £)| @ http://192.168.100.1 index.html#mobilesetting -c|lz=. o[ i

‘3 DTU PRODUCT .

® v 110 il fos o o

status Note: Itis recommend to set it to auto. Please select prefered network mode according to the SIM and network operator. It may not

= = register to network in wrong network mode
Basic setting 9 9

LAN setting Prefered network mode AUTO ﬂ

WIFI setting BINGtast server 114114.114.114

Mobile network setting

i APN mode Auto select |
Advanced setting
APN cinet
Application setting T —
Administration setting Password
P
Auth type None ]
Save Reload
right
.
2.4 Advanced Settings

2.4.1 Mobile APN

This setting is used to change LTE network register APN. Keep it default and do not
change it. If the APN is set up according to the requirements of the SIM card operator, you
still cannot access the network. You can try to modify the authentication type. The three

authentication types are different. You can try it.
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- = = —
&~ II @ hitp://192.168.100.1/index.htm|#mobileregapn
2 D1U PRODUCT el m s sllsem S BS s

I @ EEE LTE lll r";NiFi .Engliﬁh Ml

| status Note: This setting is used to change LTE network register APN. Keep it default and do not change it.
Basic setting APN
N Advanced setting User name
BT
Auth type | None
VPN
DMZ Save Reload

Mobile data traffic restrict
WiFi MAC Filter
Port forward
Port Map
Application setting

Administration setting

Copyright

2.4.2 VPN

VPN is a remote access technology. Simply put, it uses a public network to set up a
private network. CLR920 devices support PPTP and L2TP Ipsec PSK.Users can choose

according to their needs.

- |
S| @ hitp://192.168.100.1findex html#vpndlient BV EES £ - | s 6}
| & pru propUCT ‘hlsows s s @ Bessns os s - e e el e e
| @ hEEE LTE g aye; | Engish %] Losous
I status VPN mode None }
Basic setting Save Reload

Advanced setting
Mobile APN
Cew
DMZ
Mobile data traffic restrict
WiFi MAC Filter
Port forward
Port Map
Application setting

Administration setting

Copyright
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2.4.3 DMZ settings

This setting can modify the DMZ host settings. If you need a host on the LAN to use the
server, you can set the host IP address to the DMZ host. After being set as the DMZ host, the
packets sent to the router on the network will be automatically forwarded to the DMZ host,
and the host will be directly exposed to the Internet. May cause network security issues.

This feature may be used in general under the Internet of Things.

N N N N N N | B ot
G\JJ@ http://192.168.100.1/index html#dmz < U P O~ | Ty
—— =
| @ pru proDUCT = [l & A B = . - - - .- s e
@ g LE g Py |Eoish (Miosou
Il
| status DMZ state Disabled [v]
Basic setting Save Reload

Advanced setting
Mobile APN
VPN

[ ——

Mobile data traffic restrict
WiFi MAC Filter
Port forward
Port Map

Application setting

Administration setting

Copyright

2.4.4 Mobile Data Traffic Limits

This setting can be modified to limit the 4G data traffic status. This setting is based on
4G traffic statistics.

) 4 O B N T e e e 51
(D)Y@ hip/102.168.100.1 findexhimizirafficrestrict - ¢|| = o~ ois
- ——
@ DTU PRODUCT = s A & . - . - - 5 aees -
@D vmus Le )y Eroisn Sllos
|
| status Traffic restrict state Enab|ed E]
Traffic restrict number MB

Basic setting
Advanced setting Save Relosd
Mobile APN
VPN
DMZ
e e |
WiFi MAC Filter
Port forward
Port Map
Application setting

Administration setting

Copyright
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Note: The data traffic on the device side may be inconsistent with the carrier. In addition, if

the device is frequently powered off, it may cause inaccurate traffic data.

2.4.5 WIFI MAC Address Filtering

This setting is used to filter the client connected to the WIFI to prevent the illegal client
from connecting to the device through WIFI. The default setting is blacklist mode. Under this
setting, hosts in the blacklist cannot connect to the device, and other hosts can connect to the
device. In whitelist mode, only hosts in the whitelist can connect to the device, and other hosts
cannot connect to it.

Note:

Before setting to whitelist mode, you must first add yourself to the whitelist, otherwise

you may not be able to connect to the device. When this happens, you can try to restore the

factory values.

- . e - - . . - - . (B
e | & hitp://192.168.100.1findlexhtm #macilier -0l me. £~ | yoe
- Rt _ =

| & DTU PRODUCT -

@ wmee vE ] fan (B s A

status Note: Please add accept list before set to accept mode, or you will disconnect from the device. Need reboot device
Basic setting WiFi MAC filter mode Deny mode [v]

Advanced setting e —

Mobile APN
VPN
oz Deny list
Mobile data traffic restrict 0 MAC I
WiFi MAC Fiiter
Add Delete
Port forward
Port Map
Application setting
Administration setting Accept I|St
[ 1 MAC comment

Add Delete

<

2.4.6 Port Forward

Port forwarding is the function of forwarding a port or a range of port packets on the
network to a set IP address.

This feature may be used in general under the Internet of Things.
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)| @ httpy//192.168.100.1/indexhtmiFportiorward BV EES

» -
{2 DT PRODUCT “b e w & A B = T W ’ - - . T

@ rmas e ] g [Ersieh o

status

Basic setting

Port Forward List

W Protocol Port Dest Address

Advanced setting
Mobile APN
VPN Add Delete
DMZ
Mobile data traffic restrict
WiFi MAC Filter
| | ot
Port Map
Application setting

Administration setting

Copyright

2.4.7 Port Map

Port mapping is to modify the data packet of one port of the network network to another
port and then send it to the set IP address.

This feature may be used in general under the Internet of Things.

N B R BN N N L0
:}J@http:/[19216&1(.‘0.1}index.html#purtfurward e P~ Ry e
z g > B
@& DTU PRODUCT = [ & A 8 = .- & & : - - - L s —_—
D v L ] e | Eroish i
I status
Basic setting P rt M L t
(o] a IS
| Advanced setting p
W Protocol Port Dest Address Dest Port
Mobile APN
VPN Add Delete
DMZ

Mobile data traffic restrict
WiFi MAC Filter

Port forward

Application setting

Administration setting

Copyright
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2.5 Application Settings

2.5.1 PING check

This function is used to detect whether the device is connected to the Internet. If the
device is abnormal and cannot access the Internet, you can restart the device for recovery.

Note: This feature consumes 4G of mobile data traffic.

y ; - . . - W e mE e e— [E=TE =
(=) @ 1tp://192.168.100.1/index htm#pingcheck S £+ | ooy

i — N = =

@ DTU PRODUCT X | | aA @ - s - - - . 4 — -

@ thEH{S CDMA III (f iFi English ELUQDUE

status Note: When ping check is enabled, it will ping some server address, to check if device is connected to internet. If it is not connected to

& " internet, it will reboot. Note, this function will consume some network traffic
Basic setting

Advanced setting PING check state Disable [v]
Application setting Save Reload

Administration setting

Copyright

2.6 Management Settings

2.6.1 Update Firmware

If there is a bug fix or feature update, you can update the system version with this setting.

Only use certified upgrade packages, as this may result in failure to power on.
- -_— . R - - m s Em —

';J]@ http://192.168.100.1/index.htmlsupdatefirmware L] U == 0o~
& DTU PRODUCT = ol ~ — . E
& A B B - - 2 - v [ " we -
S CDMA f( - English E Logout
= M| iFi
[
status Note: Pleass get firmware from operator. And do not unplug power, or device may broken

Basic setting Selsct Firsware
Advanced setting
Application setting

Administration setting

User management

Reboot

Copyright
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2.6.2 User management

Modify the login account and password.
B R O W W e e e

t}d@ http://192.168.100.1 /index.htmlZuser

. - .
& DTU PRODUCT "| l . & A B = . . - - - - . e o —

@ wmap e ) fyr o Sl

status New user name
New password
Basic setting
Advanced setting Save

Application setting
Administration setting

Update firmware

Reboot

Copyright

2.6.3 Reboot

Restart the device and restart the device with this setting to ensure that the data has been

saved to the system without losing unsaved data.

w M W v SR W T WIR e — ) L
F})‘@ http://192.168.100.1/index.html#reboot a Gu P D~ | Ty
o -
a

-
DELPRODUCE * [ - = - - 8 e s =

@ thEEE LTE -II f(.wiﬁ English  [v| Logout

status
Basic setting
Advanced setting
I Application setting
Administration setting
Update firmware

User management

Copyright
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